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NGCA-SLO-CR 1 September 2023

MEMORANDUM FOR All Camp San Luis Obispo (CSLO) Service Members,
Employees, Tenants, Transient Users and Guests

SUBJECT: CSLO Policy Memorandum 2023-1: Commander's Critical Information
Requirements (CCIR)

1. Reference: California National Guard Regulation (CNGR 190-40), Serious
Incident Report (SIR) (01JAN2022).

2. Commander's Critical Information Requirements (CCIR) are critical to the
Commander and require special reports and procedures. They are used in
conjunction with the following CCIR’s reporting requirements identified in CNGR
190-40.

3. CCIR’s require immediate notification to the Installation Commander.
Notification may be by telephone, email, or text, but must be acknowledged by
the Commander. A non-acknowledged CCIR is not considered properly reported
without the Commander's acknowledgment.

a. CCIR # 1: Any event (natural or man-made) resulting in a request for
assistance from Camp San Luis Obispo (CSLO) or the California National Guard.

b. CCIR # 2: Any act of terrorism or indication of an imminent act of terrorism
from the Department of Homeland Security or an elevation of the Department of
Defense (DoD) Force Protection Condition (FPCON) level in California or the United
States.

c. CCIR # 3: Any Chemical, Biological, Radiological, Nuclear, or Explosives
(CBRNE) related accident or incident in the vicinity of CSLO, including any
Hazardous Material (HAZMAT) accidents or incidents.

d. CCIR # 4: Any physical attack on California Military Department personnel,
facilities, equipment, or any Denial of Service (DOS) computer network attacks.

e. CCIR# 5: Manning or equipment degradation of Security Forces (SECFOR).

f. CCIR # 6: Use of force in support of civil support missions, violations to the
Rules for the Use of Force (RUF), or changes to arming orders or the RUF by
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subordinate commanders and supervisors.

g. CCIR#7: Any Class A accident or emergency landing on public or private
property by a fixed or rotary wing aircraft at or near CSLO.

h. CCIR # 8: Death of a California Military Department Soldier, Airman, or
student currently residing at CSLO.

. CCIR #9: Death, serious injury, or serious iliness to assigned/attached
Soldier or employee.

J. CCIR# 10: Any contact by a local, state, or federal official, state or federal
agency head, Colonel or equivalent, or media outlet requiring the immediate
presence of the Commander.

k. CCIR# 11: Any loss of monitored electronic surveillance systems for
protection of weapons and ammunition.

l. CCIR # 12: Any spillage or loss of sensitive information/documents and/or
Personally Identifiable Information (PII).

m. CCIR # 13: Any incident or indication of sexual assault/harassment by/or
on a California Military Departr_nen_t Soldier, Airman, employee, or student
attending a youth program at CSLO.

n. CCIR# 14: Any fire that has the potential to threaten life, structures,
infrastructure, or neighboring property.

o. CCIR # 15: Any incident requiring CHP, other Law Enforcement, fire or
medical response at CSLO.

p. CCIR # 16: Any incident involving injury, illness or behavioral/discipline
problems with an inmate impacting CSLO.

q. CCIR# 17: Any serious damage to buildings or facilities at CSLO.

r. CCIR # 18: Any HAZMAT, sewage, gas or other hazardous leak or
exposure on CSLO.

s. CCIR # 19: Any activity causing an environmental response or reporting
" procedure at CSLO.
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t. CCIR # 20: Any loss of power or water to facilities at CSLO.

u. CCIR # 21: Any youth program cadet who runs away from their respective
program and/or cadre at CSLO.

v. CCIR # 22: Accident involving GSA or tactical vehicle causing damage.

w. CCIR # 23: Any negligent discharge of a weapon.

4. Effective Date: This policy is effective immediately and supersedes all
previous subject policies.

5. The POC concerning this matter is the Director, Plans, Operations, Training
and Security, who may be contacted at (805) 594-6354 or via email at
alexander.m.natham.mil@army.mil.




